010. Password Complexity (15 marks)

Password complexity is often calculated by considering the various elements that make up a
password and assessing their strength. Here’s a basic way to estimate password complexity:

1. Password Length, L.
2. Character Variety: V, the value of which is calculated with the following principles:
o If the password contains at least an uppercase, then Vy = 26 is added to V.
o If the password contains at least a lowercase, then V= 26 is added to V.
o If the password contains at least a number, then Vn= 10 is added to V.
o If the password contains at least a special symbol, then Vsc = 32 is added to V.
3. Password Complexity is then defined as ¢ = V'

For example, If the password is “h@LLS8”,

Password h @ L | L 8
- VL == 26 VSC - 32 VU == 26 VN = 10
Character Variety Lowercase | Special Characters Uppercase | Numbers
Total Character Variety, V V=026+32+26+10) =94

Since L = 5 (password length).
Password Complexity, C = V! = 94> = 7339040224

Write a program to

Input
A string of password to be checked. The input is limited to maximum 10 characters.
Output

The password complexity.
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Test Cases:

Input (8 A) Output (%)
Hall@ 4182119424
P@s$wOrd 6095689385410816
HAPPY 11881376
Aall 78074896
~l@#$%" & 1099511627776
/123*’Ab 6095689385410816




